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Abstract

Is self-defence against a cyber attack permitted? What about a cyber counter-attack against a conventional or cyber attack? Under Article 51 UN Charter self-defence is permitted ‘if an armed attack occurs’. Many scholars agree that a cyber attack amounts to an ‘armed attack’ when it causes harm or damage approximately comparable to a ‘kinetic’ or conventional attack and in particular when it hits ‘critical infrastructures’. Also in cyberspace, when permitted, individual or collective self-defence has to meet the requirements of necessity, proportionality and immediacy. Two further major problems linked with self-defence against cyber attacks discussed in this chapter relate to the permissibility of anticipatory self-defence and self-defence against non-state actors or against the breach by a state of its duty of prevention of cross-border harmful private acts. The chapter concludes with some scepticism about the ‘use of force’ and analogy-based approaches in the literature suggesting that the law enforcement paradigm and non-forcible responses are preferable to the escalating militarization of cyberspace and noting that even when self-defence is permitted in cyberspace the necessity requirement demands of states to abide by a continuing obligation to implement passive and active electronic defences. In any case the prevailing approach serves, in addition to trying to identify reasonable rules, a twofold purpose, that is, deterring possible attacks and promoting the rules which could possibly govern major cyber attacks at the moment when they occur so as to have at that very moment the international community ‘prepared’ to share the view that the attack is indeed ‘equivalent’ to a kinetic attack which justifies a kinetic response.
Second, in cyberspace as in other spaces, states remain sovereign, with rights fully recognized in the U.N. Charter. Even if states recognize the severity and agree on the nature of the cyber threats, they will likely not surrender their fundamental rights. States will still have all the rights of statehood to include the ability to determine whether and to what extent the state will engage with the international community on any security issues. States will maintain the right to use force in self-defense in cyberspace. Just as the U.N. Charter recognizes a state’s right of sovereignty, the Charter and customary international law fully recognize a state’s right of self-defense against threats. 25U.N. Charter arts. 2, 51. Yet in cyberspace, legitimate self-defense, in practice, is currently defined largely by only one parameter: the boundary of the network. Thus, actions whose effects are confined solely to the defender’s network are generally fair game under CFAA, while potentially any effect on the system of the attacker or a third-party risks violating the legal prohibition on accessing another computer “without authorization.” Some active defense measures, like beaconing, ought to be considered noncontentious, whereas others, like the kind of “digital booby trap” described by Gregory Falco and Herb Lin, wou